


Authentication Guide

BLE mode

Short press the button to power on and enter BLE mode. The authentication 
indicator should start blinking.

Make sure this authenticator has been paired with the client. Any authentication 
request received will be responded automatically within a limited time 
(20 seconds) after powered on. Pressing the button to refresh the timer. 

Using FIDO U2F with BLE mode on mobile devices requires middle ware. 
Using Chrome browser and Google authenticator is a good example. 

NFC mode

Make sure the device is off.

Request authentication from the client device.

Attach the key to the NFC sensor. 

Using FIDO U2F with NFC mode on mobile devices requires middle ware. 
Using Chrome browser and Google authenticator is a good example. 

USB mode

Connect the authenticator with your client PC over the attached USB cable. 

The authentication indicator blinks when an authentication request is received. 

Press the button to confirm this authentication.
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BLE Pairing Guide

Press and hold the button for 5 seconds till the BLE indicator is blinking, release 
pressing. This authenticator keeps blinking for 15 seconds if there is not pairing 
request received.

Scan BLE devices on your client side (e.g. a smart phone). Connect the BLE device 
which has the same alphabetic name as printed on the back of the authenticator
 (As example shown in the figure “ABCDEF”).

Input 6-digits PIN as printed on the back of the authenticator
 (As example shown in the figure “123456”).

For security purpose, the authenticator will be forced to shut down 60 seconds 
after powered on.
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